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Objective and Motivation
With most services and products now being offered through digital communications, new challenges have emerged for cryptology specialists. A Multidisciplinary in Information Security presents a range of topics on the Cryptology methods and safety of information and communication technology. It brings together methods in applied mathematics, computer science and engineering,  telecommunication sciences,  physics, chemistry, Digital Signal processing, Error Correcting Codes, information theory, electrical engineering, and  hardware realization aspects. The topices of this section related to introduction on multidisciplinary aspects and their importance in implementation of the new methods and algorithms designed for cryptography, cryptanalysis,  and complexity evaluation of the designed secure algorithms. It improves the ability to process and manage information and knowledge-related processes in order to create new knowledge. In the fields of information security, information transmission, knowledge security management, cryptology, etc., there exists a need for an edited collection of articles in this important area.
Scope and Interests

The major aims of this section is to offer an opportunity for cooperation and integration of the efforts from  professionals and researchers working in the field of information and knowledge management in various disciplines, e.g. Cryptology, information and communication sciences, Computer Science and Engineering, physics, chemistry, education,  information technology, Digital Signal Processing, soft computing techniques, bioinformatics, and Wireless Communication Systems. Recommended topics include, but are not limited to, the following:

listing the possible areas of coverage:
· Introduction to Multidisciplinary

· Introduction to Cryptography Based Multidisciplinary

· Introduction to Cryptanalysis Based Multidisciplinary

· Introduction to Complexity Evaluation Based Multidisciplinary

· Code Based Cryptography

· Fuzzy Logic Based Cryptology

· Genetic Algorithm Based Cryptology

· Neural Based Cryptology

· Biometric Cryptography
· Wireless Communication Security and Multidisciplinary

· Chaos Based Cryptology

· Quantum Based Cryptology

· Engineering and Cryptology

· ICA and PCA based Cryptology

· DSP based Cryptology

Paper Submission Important Dates
All instructions and templates for submission can be found in the ICCMIT 2015 web site: http://www.iccmit.net/. Please, contact the special session organizers if you are planning to submit any paper.  (drengsattar@ieee.org)
Paper abstract submission: 



            until Feb. 28, 2015 
Notification of acceptance: 



            March 7, 2015
Final paper submission and authors camera ready: 
            March 15, 2015
Conference Dates: 




            April 20-22, 2015   
